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**1. 프로젝트 목표 (16 pt)**

**1) 배경 및 필요성 (14 pt)**

2018년 스플래시데이터의 통계에 따르면 유출된 비밀번호 중 가장 많이 유출된 비밀번호는 “123456” 이다. 두번째로 많이 유출된 비밀번호는 "password”이다. 많은 비밀번호가 암기의 늪에서 빠져나오지 못하고 단순화된 형태로 바뀌어져 간다. 단순해진 비밀번호는 유출의 위험도와 직결되며 실제로 위와같은 사례들이 그것을 증명한다. 과도하게 단순한 비밀번호가 아니더라도 대부분 사용자 본인에게 상징적이거나 의미 있는 숫자와 문자의 간단한 배열을 통해 비밀번호를 조합하지만 이 또한 유출의 위험이 크다. 개인번호 유출은 피해규모를 산정할 수 없을 뿐더러 유출피해가 발생하였을 때 피해의 책임은 개인정보를 관리하는 피해 기업에게로 전가된다. 이는 기업 실적에 상당한 악영향을 끼치게 된다. 따라서 이 문제를 해결하기 위해 자신만이 알고있는 간단한 정보를 받아 기억하기 쉽고 쉽게 유추할 수 없는 비밀번호를 조합하는 사회적 캠페인과 프로그램의 필요성을 느끼게 되었다.

**2) 프로젝트 목표**

고객의 개인정보( 성별, 나이, 직장) 등을 입력 받아 미리 짜여진 일련의 과정을 거쳐 기억하기 쉬우며 쉽게 유추할 수 없는 비밀번호를 제작하는 것을 목표로 한다.

**3) 차별점**

기존 프로그램은 비밀번호를 조합하는 과정 속 무작위성이 짙다. 하지만 우리는 해당 비밀번호제작을 의뢰한 고객 본인이라면 쉽게 기억할 수 있도록 구성한다. 고객에게 어떤 정보를 입력할 것인지 선택지를 주고, 해당 입력을 받아 비밀번호를 제작함으로써 비밀번호로써의 완성도를 높힌 점에서 차별점이 있다.

**2. 기능 계획**

**1) 기능 1 (정보 입력)**

- 비밀번호 제작을 위해 고객에게 몇가지 정보를 입력받는 기능

(1) 세부 기능 1 (정보 선택의 개별화)

- 어떤 정보를 입력할 것인지 선택지를 제시하는 기능

(2) 세부 기능 2 (정보의 입력)

- 고객으로부터 정보를 입력 받는 기능

**2) 기능 2 (비밀번호 제작)**

- 고객이 입력한 정보를 바탕으로 미리 짜여진 조합방법을 통해 비밀번호를 제작하는 기능

(1) 세부 기능 1 (암호의 보안화)

- 비밀번호 조합 방법을 여러개를 두어 보안을 강화하는 기능

**3) 기능 3(비밀번호 설명)**

- 고객이 비밀번호를 기억하기 쉽도록 비밀번호에 대한 설명을 첨부하는 기능

**3. 프로젝트 일정** (참고: 간트차트)

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **업무** | | **11/3** | **11/10** | **11/17** | **11/24** | **12/1** | **12/8** | **12/16** |
| **제안서 작성** | | **----------->** |  |  |  |  |  |  |
| **기능1** | **세부기능1** |  | **---------------------------->** | |  |  |  |  |
|  | **세부기능2** |  |  | **---------------------------->** | |  |  |  |
| **기능2** | **세부기능1** |  |  |  | **---------------------------->** | |  |  |
| **기능 3** | |  |  |  |  | **-----------------**  **-------->** | |  |
| **최종점검** | |  |  |  |  |  | **--------------------------->** | |